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RISK MANAGEMENT POLICY 
 

1. INTRODUCTION 
 

Through a policy that meets the requirements of the Companies Act, 2013, New Delhi 
Television Limited (“NDTV / the Company”) implements a code that helps mitigate against 
foreseeable events, activities or practices that could adversely impact the Company’s business, 
its emphasis on the best governance practices, and any impact on employees that could be 
against their best interest. 

 
The policy will be regularly reviewed to ensure it is adapting to and evolving in the context of 
internal or external developments. 

 
The policy will also be used to maximize opportunities and advantages that can help the growth 
of the Company and its employees. 

 
2. LEGAL FRAMEWORK 

 
Requirement per Companies Act, 2013 (‘the Act’): 

 
Responsibility of the Board: Section 134(3) of the Act requires the Board of Directors of a 
Company, as part of its annual Board’s Report which is presented to shareholders, to confirm 
the development and implementation of a Risk Management Policy which includes, among other 
responsibilities, the identification of any risk which in the opinion of the Board may threaten the 
existence of the Company. 

 
Responsibility of the Audit Committee: Per Section 177(4) of the Act, the Audit Committee 
shall act in accordance with the terms of reference specified in writing by the Board which shall, 
inter alia, include (vii) Evaluation of internal financial controls and risk management systems. 

 
Responsibility of the Independent Directors: Per Schedule IV of the Act [Section 149(8)] 
- Code for Independent Directors (II. Role and functions), Independent Directors shall: (1) help 
in bringing an independent judgment to bear on the Board’s deliberations, especially on issues 
of strategy, performance, risk management, resources, key appointments and standards of 
conduct; (2) satisfy themselves on the integrity of financial information and those financial 
controls and the systems of risk management are robust and defensible. 

 
Requirement per SEBI (Listing Obligations and Disclosure Requirements or LODR) 
Regulations, 2015 (“Listing Regulations”): 

 
Regulation 17(9) requires the Company to lay down procedures that evaluate risk assessment 
and detail risk minimization. 
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Regulation 21 read with Schedule II, Part D, requires the Risk Management Committee to: 
 

a) Develop and implement a detailed Risk Management Policy which shall inter-alia include: 
• Framework for identifying internal and external risks; 
• Measures for mitigating such risks, if any; and 
• Business continuity plan. 

b) Ensure processes are in place to monitor and evaluate risks; 
c) Oversee the implementation of the policy and processes, and evaluate the adequacy 

of risk management systems; 
d) Review the Policy at least once every two years; 
e) Inform the Board of its discussions, recommendations and any actions required; 
f) Decide the appointment/removal and terms of the remuneration of Chief Risk Officer, if 

any; 
g) Seek information from and seek attendance of outsiders with relevant expertise, if 

necessary; 
h) Coordinate actions and discussions with other Committees in case of any overlap, especially 

the Audit Committee. 
 

Per Regulation 21 of the Listing Regulations, this Committee is essential for each company 
among the top 1000 listed entities based on market capitalization as on March 30, 2021. Since 
NDTV falls into this category, the Risk Management Committee was constituted by the Board 
of Directors at its meeting held on May 20, 2021. 

 
3. OBJECTIVE 

 
This Policy intends to ensure stable growth and to promote a proactive approach in the early 
detection of identifying, reporting and countering any risks that could threaten the Company’s 
business. 

 
The specific objectives of the Risk Management Policy are: 

 
1. To ensure that any risk that could be material is identified, assessed, quantified, and 

appropriately mitigated. 
2. To establish a framework for the identification of internal and external risks faced by the 

Company, in particular including financial, operational, sectoral, sustainability 
(Environmental, Social and Governance related risks), information technology, cyber 
security risks or any other risk as may be determined by the Risk Management Committee 
of the Company. 

3. To ensure measures for risk mitigation including systems and processes for internal control 
of identified risk. 

4. To formulate a Business Continuity Plan. 
5. To oversee risks, such as strategic, financial, credit, market, liquidity, technology, security, 
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property, IT, legal, regulatory, reputational and other risks. 
6. To enable compliance with appropriate regulations, wherever applicable, through the 

adoption of best practices. 
7. To assure business growth with financial stability. 
8. To Protect human rights wherever we operate and conduct the business in an ethical and 

responsible manner. 
9. To ensure adherence to a high standard of corporate governance and robust internal reporting 

and controls, transparency, and accountability to all stakeholders. 
 

The Board of Directors of the Company and the Audit Committee shall periodically review and 
evaluate the risk management systems of the Company so that the Management has access to 
checks, balances, and controls through an approved matrix of values, practices and processes. 

 
Heads of Departments (“HODs”) shall be responsible for implementation of the risk 
management system as may be applicable to their respective areas of functioning. 

 
4. CONSTITUTION OF RISK MANAGEMENT COMMITTEE 

 
1. The Risk Management Committee shall consist of a minimum of three members with the 

majority of them being members of the Board of Directors, including at least one 
Independent Director and Senior Executives of the listed entity may be members of the 
Committee. The Chairperson of the Risk Management Committee shall be a member of the 
Board of Directors. 

 
2. The Company Secretary of the Company shall act as Secretary of the Committee. 

 
5. MEETINGS 

 
The Risk Management Committee shall meet periodically, but at least 2 times in a year and not 
more than 210 days shall elapse between two successive Meetings. The quorum of the meeting 
shall be either two Members or one-third of the Members of the Committee, whichever is higher, 
including at least one member of the Board of Directors. 

 
6. RISK MANAGEMENT FRAMEWORK 

PROCESS  

The Risk Management Committee shall be in charge of evaluating and strengthening the 
processes that allow for the early detection of any threats or events that could negatively impact 
the Company’s growth; the Committee shall continuously monitor developments in any industry 
that is linked to the business of the Company and adapt or modify the existing framework to protect 
the Company against those developments if they could be detrimental to the Company. 
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The processes to be followed will be based on continuous monitoring and reassessment, and 
communication, documentation, and coordination. 

 
The Risk Management Committee shall present its findings, if any, to the Audit Committee. 

 
STEPS IN RISK MANAGEMENT 

 
i. Risk Identification; 
ii. Risk Assessment; 
iii. Risk Analysis; 
iv. Risk Treatment and Mitigation; 
v. Risk - Control and Monitoring. 

 
i. RISK IDENTIFICATION 

 
This is a continuous process to ensure that the Company is safe from any events or practices that 
could impede its ability to meet its goals. 

 
For every major department, processes have been formed that are discharged by the Head of 
Department to ensure that the team is functioning in compliance with regulatory and legal 
requirements, and that it is attuned to identifying any aberrations or circumstances that could 
constrict the Company’s growth or its emphasis on best practices. 

 
Continuous discussion and interaction with process-owners are held for analysis of related data, 
the findings of internal audit reports, and the learnings from recent events. 

 
ii. RISK ASSESSMENT 

 
Processes to identify, assess, prioritize risks and confer controls to process-owners to urgently 
course-correct, when needed, are in place. 

 
On a periodic basis, external and internal risk factors are assessed by responsible managers across 
the organization. The risks are identified and formally reported through mechanisms such as 
Operation Reviews and Committee meetings. 

 
External Risk factors include: 

 
• Economic Environment and Market Conditions 
• Investor sentiment 
• Changes in Government Policies 
• Inflation and cost structure; 
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• Cyber Security 
• Technological Obsolescence 
• Unprecedented and large world events like the recent Coronavirus pandemic 

Against each of these, processes of pro-active risk management are in place. 

Internal Risk factors: 

• Non-compliance with regulatory and legal requirements 
• Operational Inefficiency; 
• Any erosion of the Company’s brand, culture and values; 
• Policies or practices that do not support employee growth and safety 
• Any inadequacies in financial reporting; 
• Data entry errors 
• Technology failures. 

 
The risk factors outlined above are not exhaustive in nature. However, they form the bulk of the 
Company’s focus areas for guarding against any attenuation of its business and practices. 

 
iii. RISK ANALYSIS  

 
After risks are identified, those assessed as “high” or “very high” are urgently addressed by the 
Management, those that are of medium risk are handled with process-owners, and those that are 
seen as low or potential risks are assigned to HODs who will report on their progress to 
Management. 

 
iv. RISK TREATMENT AND MITIGATION 

 
The Company will strive to: 

 
1. Involve all functions and departments in the overall risk identification and mitigation 

exercise; 
 

2. Link the risk management process to the strategic planning and internal audit process; 
 

3. The Risk Management Committee shall have access to all information necessary to fulfill its 
responsibilities. It has the authority to seek information from any employee, obtain outside 
legal or other professional advice and secure attendance of outsiders with relevant expertise, if 
it sees this as beneficial or necessary; 

 
4. The Risk Management Committee may in its judgment periodically commission an expert 

entity’s analysis of the Company’s risks 
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5. Adequate disclosures pertaining to the risks (including commodity risks) being faced by the 
Company will be made per the materiality criteria defined in the ‘Policy for determination of 
materiality for disclosure of events or information’ of the Company. 

 
v. CONTROL AND MONITORING MECHANISM 

 
Technical, supervisory and Management controls will cover different aspects of the Company’s 
business, with special focus on those related to its finances and its strategic growth. 

 
In circumstances where the accepted risk of a particular course of action cannot be adequately 
quantified or mitigated, its status shall be continuously monitored and periodically presented to 
Risk Management Committee and Audit Committee. 

 
7. BUSINESS CONTINUTY PLAN 

 
The Company has a well-defined Business Continuity Plan to stave off any potentially large risk. 
The Plan is reviewed and amended, as and when deemed necessary, by the Risk Management 
Committee. 

 
8. RISK MANAGEMENT SYSTEM 

 
a) Appropriate risk management policies and procedures are in place, along with 

accountability and ownership. 
b) These are regularly assessed by the Management and vetted through periodic review by 

Internal Auditors. 
c) A combination of centrally issued policies and divisionally evolved procedures ensure a macro 

and micro level of protection. 
d) Appropriate structures have been put in place to effectively address inherent risks in 

businesses with unique / relatively high-risk profiles. 
 

The Audit Committee and the Board review the Internal Audit findings and provide strategic 
guidance on all related matters. 

 
9. ROLE OF THE BOARD: 

 
The Board will undertake the following actions to ensure risk is managed appropriately: 

 
• The Board shall be responsible for implementing and monitoring the Risk Management Plan 

for the Company; 
 

• The Board shall define the roles and responsibilities of the Risk Management Committee and 
may delegate monitoring and reviewing of the Risk Management Plan to the Committee 
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along with any other functions as it may deem fit; 
 

• Ensure that the systems for risk management are updated and sufficiently extensive; 
 

• The Independent Directors shall help in bringing an independent judgment to bear on the 
Board’s deliberations on issues of risk management and satisfy themselves that the systems 
of risk management are robust and defensible; Participate in major decisions affecting the 
organization’s risk profile; 

 
• Have an awareness of and continually monitor the management of strategic risks; 

 
• Be satisfied that an appropriate accountability framework is implemented and is delivering 

the desired results; 
 

• Ensure risk management is integrated into board reporting and annual reporting mechanisms. 
 

10. DISCLOSURES 
 

The Board of Directors shall include in its annual report a statement attesting to the development 
and implementation of a Risk Management Policy for the Company, including the identification 
of elements of risk, if any, which in the opinion of the Board may threaten the existence of the 
Company. 

 
11. AMENDMENT 

 
Any change in the Policy shall be approved by the Board of Directors or any of its Committees 
(as may be authorized by the Board of Directors in this regard). The Board of Directors or any 
of its authorized Committees shall have the right to withdraw and / or amend any part of this Policy 
or the entire Policy at any time, and the decision of the Board or its Committee in this respect 
shall be final and binding. Any subsequent amendment / modification in the SEBI Regulations 
and/or any other laws in this regard shall automatically apply to this Policy. The Policy shall be 
reviewed at least once in every 2 years. 

 
****************************** 

 
This Policy came into effect on August 8, 2014 and was last amended on September 2, 2024. 
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